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PRIVACY POLICY 

 

Angra Group is committed to ensuring data protection and handling the personal data it 

has access to in the development of its activities in accordance with the applicable 

legislation, especially the General Data Protection Law (“LGPD”). 

Therefore, Angra Group has developed this Privacy Policy (“Policy”) to clarify in a simple 

and transparent way how it processes personal data in the context of all its activities. 

To facilitate understanding, the Policy is divided as follows: 

1 Purposes of processing personal data .................................................................................... 2 

2 Sharing of personal data ......................................................................................................... 3 

3 Retention and deletion of personal data ................................................................................. 3 

4 Rights of data subjects ............................................................................................................ 3 

5 Security of personal data ........................................................................................................ 4 

6 Contact .................................................................................................................................... 5 

7 Updates and effectiveness ...................................................................................................... 5 

 

1 Purposes of processing personal data 

The types of personal data and how Angra Group uses them depend on how the data 

subject interacts with us. Below are the main purposes for which Angra Group uses 

personal data. 

Purpose Categories of Personal Data 

Access to restricted area: for accessing 

the restricted area of the website. 
Email and password. 

Participation in committees: to verify if 

shareholders or their representatives 

qualify to join the investment fund 

committee. 

Name, phone number, business address, 

business email, CPF (Brazilian ID 

number), and represented company 

name. 

Preparation of meeting minutes: to 

identify all participants. 
Name and signature. 

Payment and receipt of credits from 

suppliers and/or customers: to process 

payments and receipts in general. 

Name, address, phone number, and 

CPF. 



 

 
 

Recruitment and selection: to recruit and 

select candidates for job vacancies at 

Angra Group. 

Name, email, phone number, 

professional history, and education level 

as mentioned in the resume. 

Service: to handle requests from clients, 

suppliers, or third parties. 

Name, phone number, email, and 

represented company name. 

Communication: for communication with 

clients or their representatives. 

Name, phone number, email, and 

represented company name. 

Additionally, Angra Group may use certain types of cookies during users' navigation on the 

website, which allows Angra Group to recognize user preferences and improve their 

browsing experience. If the user wishes to refuse the installation of these cookies on their 

device and/or opt for the removal of cookies, this can be done through the Cookie Settings 

available on the website. 

2 Sharing of personal data 

Angra Group may share personal data with other business entities, subcontracted service 

providers, and other suppliers as necessary, always in accordance with applicable Brazilian 

legislation and adopting best practices in information security to ensure the safety and 

confidentiality of personal data. 

Furthermore, if a police, administrative, or judicial authority requests access to data, and 

such a request is backed by the applicable Brazilian legislation, Angra Group may share 

personal data to meet this requirement. 

Lastly, Angra Group may share personal data to protect its interests in any type of conflict, 

including administrative and judicial demands. 

3 Retention and deletion of personal data 

Personal data processed for the purposes described in this Policy will be stored by Angra 

Group only for the necessary period to achieve the purpose for which the data was 

collected, such as during the period in which the data subject or the entity they represent 

maintains a contract with Angra Group or to fulfill a legal or regulatory obligation. The 

storage of data will always be based on a legal ground, ensuring the data subject's right to 

request the deletion of their information as indicated in item 4. 

4 Rights of data subjects 

In compliance with the applicable legislation on personal data processing, Angra Group 

informs that it respects and guarantees the possibility for data subjects to present requests 

based on the following rights under the LGPD: 



 

 
 

• Confirmation of the existence of personal data processing; 

• Access to personal data; 

• Correction of incomplete, inaccurate, or outdated personal data; 

• Anonymization, blocking, or deletion of unnecessary, excessive, or non-compliant 

personal data; 

• Data portability; 

• Deletion of personal data processed based on consent, except in cases provided by 

applicable law; 

• Information about public and private entities with which we share personal data, 

if applicable; 

• Information on the possibility of not providing consent and the consequences of 

refusal; 

• Revocation of consent when applicable. 

If the data subject needs to exercise any of the rights mentioned above or believes their 

personal data has been or is being used in a manner incompatible with the purposes 

described in this Policy, they may submit their request through the contact channel 

provided in item 6 of this Policy. 

In some cases, Angra Group may have legitimate reasons not to comply with a request to 

exercise rights. These situations include, for example, cases where the disclosure of 

specific information could violate business secrets of Angra Group or third parties, as well 

as cases where Angra Group is obligated to retain data to fulfill legal or regulatory 

obligations or to enable the defense of Angra Group's or third parties' rights in disputes of 

any nature. 

5 Security of personal data 

Angra Group employs its best efforts to protect the personal data it processes, 
implementing appropriate technical and organizational measures to safeguard this 
information against unauthorized, illegal, accidental, or destructive processing, such as 
storing the personal data in secure operational environments with restricted access or in 
physical files accessible only to authorized employees and/or service providers. 

Although Angra Group adopts security measures compatible with the nature of the 
personal data it processes and with the best practices available in the Brazilian market, it 
cannot guarantee total security as the data may be susceptible to technical failures or 
malicious actions from third parties, given the nature of current information technologies. 



 

 
 

6 Contact 

Angra Group is available to clarify any doubts arising from this Policy or the way we 
handle personal data, as well as to receive requests from data subjects through the 
following contact channel: 

Data Protection Officer: Rafael Vilela 
Contact channel: privacidade@angrapartners.com.br 

7 Updates and effectiveness 

Angra Group seeks to improve its activities daily and therefore reserves the right to change 

this Policy at any time, aiming primarily to provide data subjects with an increasing level 

of transparency regarding how we process personal data. 

If this Policy undergoes significant changes, Angra Group will disclose the altered version 

of this document to inform data subjects about the new conditions for processing their 

personal data. 

 

 

Last updated on July 30, 2024. 

 


