Centrais Elétricas Brasileiras S/A (“Company” or “Eletrobras”) (B3: ELET3, ELET5 & ELET6; NYSE: EBR & EBR.B; LATIBEX: XELT.O & XELT.B) hereby informs its shareholders and the market in general that the subsidiary Eletrobras Termonuclear S.A (“Eletronuclear”) detected an incident in the environment of its information technology caused by an attack by harmful software (ransomware) that reached part of the servers of the administrative network.

It is important to note that the administrative network does not connect with the operating systems of the Angra 1 and Angra 2 nuclear plants, which are, for security reasons, isolated from the administrative network.

The incident, therefore, had no impact on safety, nor on the operation of the Almirante Álvaro Alberto Nuclear Power Station (CNAAA), much less damage to the supply of electric energy to the National Interconnected System.

Eletronuclear has temporarily suspended the operation of some of its administrative systems to protect the integrity of its data.

The Eletronuclear team, together with the Managed Security Service (MSS) team, contained and eradicated the effects of the attack, thus the virus was isolated and a thorough verification of the assets is ongoing.

Finally, Eletronuclear have already informed the event to the Government Cyber Treatment and Response Center (CTIR.Gov), with a copy for the representative of the Brazilian Nuclear Program Protection System (SIPRON), under the Institutional Security Office of the Presidency of the Republic.

Rio de Janeiro, February 3, 2021

Elvira Cavalcanti Presta
CFO and Investor Relations Officer